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Rolf Jegervatn





Privacy and GDPR have public interest



GDPR og geografisk område For hvem gjelder GDPR?





7 Principles of data 
protection law

Protecting personal data: 

 Lawfulness, fairness and transparency

 Purpose limitation

 Data minimisation

 Accuracy

 Storage limitation

 Integrity and confidentiality

 Accountability

The requirements in the GDPR framework are 
based on the 7 principles – the core of GDPR.

 The key principles related to the processing of 
personal data are further described in GDPR Art. 5



Legal basis for processing personal 
data • Article 6 - GDPR defines the six lawful bases that 

data controllers can leverage for the processing of 
personal data.

 Legal basis 1: Informed consent (Art. 6(1)(a) – often 
used in research







Recommendations from DPO 
• Define the purpose of collecting and using personal data and know 

what the legal basis for processing is. 

• Process personal data only with a legal basis

• Be transparent about how you process your data

• Act in line with the rights of data subjects – Respondents, rights?

• Classification of what you are processing, and knowledge of storage 
tools, is important before collecting data.

• Good planning and familiarity with guides/intranet resources 
facilitate secure data management. 

• Ensure protection of your data, wherever stored, minimise where you 
can and share under the right conditions

• Nettskjema is the primary data collection tool for surveys and audio 
recordings, up to sensitive data (red category).

• Remember to delete personal data after the intended purpose is 
fulfilled.

• Report deviations!

• Thank you for your attention!



Information security 
at UiS

Christian Sommer 
Senior Advisor Information Security, 

Section for Information Management



Information Security

• Protecting information and information systems 
(assets) through out the assets lifetime.

• We use three key principles:

 Confidentiality

 Integrity

 Availability
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What is an 
information asset?

• Your research project

• Publications / Library books

• Insight private company

• Register data (SSB)

• Questionnaires

• Interview / recordings

• Identifier key
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Classification- and storage guide

• Classification guide – what data are you handling?

• Storage guide – find appropriate tools for collecting, processing and storing.

https://www.uis.no/nb/klassifisering
https://www.uis.no/nb/student/lagringsguide-for-studenter


Classification

Open (Green) – Websites, publications.

Internal (Yellow) – Non-published material, personal data (name, phone 
number, e-mail)

Confidential (Red) – Special categories of personal data (race, religion, 
health data etc.)

Strictly confidential (Black) - Data with high commercial value, data 
with high impact on individual or group.



• Your research project

• Publications

• Insight private company

• Register data (SSB)

• Questionnaires

• Interview / recordings

• Identifier key





Recommended tools

Storage (yellow/red):

Data collection: Audio & Questionnaire 
(red):

(With UiS account)

+ Nettskjema diktaphon-app 

Processing (yellow/red):
(With UiS account)



Intra.uis.no

Look up «Informasjonssikkerhet og 
personvern»



CONSENT / INFORMATION LETTER

QUESTIONNAIRE

AUDIO RECORDING



Information Security & Risk

Asset

VulnerabilityThreat
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Information Security & Risk

VulnerabilityThreat
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Report deviations

• Deviations in data handling
• Information security
• Privacy

• Report to 
• it-hjelp@uis.no
• personvernombud@uis.no

mailto:it-hjelp@uis.no
mailto:personvernombud@uis.no


Takk for meg!
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